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Total Respondents: Unchanged from 
current collection. 

Frequency: Unchanged from current 
collection. 

Total Responses: Unchanged from 
current collection. 

Average Time per Response: 
Unchanged from current collection. 

Estimated Total Burden Hours: 
Unchanged from current collection. 

Estimated Total Cost: Unchanged 
from current collection. 

BJS has also added information about 
the Cybersecurity Enhancement Act and 
Einstein 3A to the BJS Data Protection 
Guidelines to provide more details to 
interested respondents about the new 
cybersecurity monitoring requirements. 
The following text has been added to 
Section V. Information System Security 
and Privacy Requirements: 

‘‘The Cybersecurity Enhancement Act 
of 2015 (codified in relevant part at 6 
U.S.C. 151) required the Department of 
Homeland Security (DHS) to provide 
cybersecurity protection for federal 
civilian agency information technology 
systems and to conduct cybersecurity 
screening of the Internet traffic going in 
and out of these systems to look for 
viruses, malware, and other 
cybersecurity threats. DHS has 
implemented this requirement by 
instituting procedures such that, if a 
potentially malicious malware signature 
were found, the Internet packets that 
contain the malware signature would be 
further inspected, pursuant to any 
required legal process, to identify and 
mitigate the cybersecurity threat. In 
accordance with the Act’s provisions, 
DHS conducts these cybersecurity 
screening activities solely to protect 
federal information and information 
systems from cybersecurity risks. To 
comply with the Act’s requirements and 
to increase the protection of information 
from cybersecurity threats, OJP 
facilitates, through the DOJ Trusted 
Internet Connection and DHS’s 
EINSTEIN 3A system, the inspection of 
all information transmitted to and from 
OJP systems including, but not limited 
to, respondent data collected and 
maintained by BJS.’’ 

The Census Bureau collects data on 
behalf of BJS for BJS’s National Crime 
Victimization Survey (NCVS) and its 
supplements. These collections are 
protected under Title 13 U.S.C. 9. The 
Census Bureau issued a Federal 
Register notice (FRN) to revise its 
confidentiality pledge language to 
address the new cybersecurity screening 
requirements (new line bolded for 
reference only): 

‘‘The U.S. Census Bureau is required 
by law to protect your information. The 
Census Bureau is not permitted to 

publicly release your responses in a way 
that could identify you. Per the 
Federal Cybersecurity Enhancement 
Act of 2015, your data are protected 
from cybersecurity risks through 
screening of the systems that 
transmit your data.’’ 

The following listing includes the BJS 
information collections that are 
administered by the Census Bureau 
whose confidentiality pledge will be 
revised. 

OMB 
control No. Information collection title 

1121–0111 ... NCVS. 
1121–0184 ... School Crime Supplement to 

the NCVS. 
1121–0317 ... Identity Theft Supplement to 

the NCVS. 
1121–0260 ... Police Public Contact Supple-

ment to the NCVS. 
1121–0302 ... Supplemental Victimization 

Survey to the NCVS. 

Affected Public: Survey respondents 
to applicable BJS information 
collections. 

Total Respondents: Unchanged from 
current collection. 

Frequency: Unchanged from current 
collection. 

Total Responses: Unchanged from 
current collection. 

Average Time per Response: 
Unchanged from current collection. 

Estimated Total Burden Hours: 
Unchanged from current collection. 

Estimated Total Cost: Unchanged 
from current collection. 

The 60-day FRN submitted by the 
Census Bureau can be accessed at 
https://www.federalregister.gov/ 
documents/2016/12/23/2016-30959/ 
agency-information-collection-activities- 
request-for-comments-revision-of-the- 
confidentiality-pledge. The Census 
Bureau will publish a 30-day FRN to 
solicit additional public comment. 
Comments on the Census Bureau’s 
revised confidentiality pledge should be 
submitted directly to the point-of- 
contact listed in the notice. 

III. Data 

OMB Control Number: 1121–0358. 
Legal Authority: 44 U.S.C. 3506(e) and 

42 U.S.C. 3789g. 
Form Number(s): None. 

IV. Request for Comments 

Comments are invited on the efficacy 
of BJS’s revised confidentiality pledge 
above. Comments submitted in response 
to this notice will become a matter of 
public record. If additional information 
is required contact: Melody Braswell, 
Department Clearance Officer, United 
States Department of Justice, Justice 

Management Division, Policy and 
Planning Staff, Two Constitution 
Square, 145 N Street NE., 3E.405A, 
Washington, DC 20530. 

Dated: March 15, 2017. 
Melody Braswell, 
Department Clearance Officer for PRA, U.S. 
Department of Justice. 
[FR Doc. 2017–05422 Filed 3–17–17; 8:45 am] 

BILLING CODE 4410–18–P 

NATIONAL AERONAUTICS AND 
SPACE ADMINISTRATION 

[Notice: (17–014)] 

NASA Advisory Council; Science 
Committee; Meeting 

AGENCY: National Aeronautics and 
Space Administration. 
ACTION: Notice of meeting. 

SUMMARY: In accordance with the 
Federal Advisory Committee Act, as 
amended, the National Aeronautics and 
Space Administration (NASA) 
announces a meeting of the Science 
Committee of the NASA Advisory 
Council (NAC). This Committee reports 
to the NAC. The meeting will be held 
for the purpose of soliciting, from the 
scientific community and other persons, 
scientific and technical information 
relevant to program planning. 
DATES: Wednesday, April 12, 2017, 9:30 
a.m.–5:00 p.m.; and Thursday, April 13, 
2017, 8:30 a.m.–1:00 p.m., Local Time. 
ADDRESSES: NASA Headquarters, MIC– 
5A (Room 5H41–A), 300 E Street SW., 
Washington, DC 20546. 
FOR FURTHER INFORMATION CONTACT: Ms. 
KarShelia Henderson, Science Mission 
Directorate, NASA Headquarters, 
Washington, DC 20546, (202) 358–2355, 
fax (202) 358–2779, or khenderson@
nasa.gov. 

SUPPLEMENTARY INFORMATION: The 
meeting will be open to the public up 
to the capacity of the room. This 
meeting will also be available 
telephonically and by WebEx. You must 
use a touch-tone phone to participate in 
this meeting. Any interested person may 
dial the toll free number 1–888–592– 
9603 or toll number 1–312–470–7407, 
passcode 5588797, on both days, to 
participate in this meeting by telephone. 
The WebEx link is https://
nasa.webex.com/; the meeting number 
is 991 353 215 and the password is SC@
Apr2017 for both days. The agenda for 
the meeting includes the following 
topics: 
—Science Mission Directorate Missions 

and Programs 
—TRAPPIST–1 Exoplanets Discovery 
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—Research and Analysis 
—Big Data Task Force 

Attendees will be requested to sign a 
register and to comply with NASA 
Headquarters security requirements, 
including the presentation of a valid 
picture ID to Security before access to 
NASA Headquarters. Due to the Real ID 
Act, Public Law 109–13, any attendees 
with driver’s licenses issued from non- 
compliant states/territories must present 
a second form of ID. [Federal employee 
badge; passport; active military 
identification card; enhanced driver’s 
license; U.S. Coast Guard Merchant 
Mariner card; Native American tribal 
document; school identification 
accompanied by an item from LIST C 
(documents that establish employment 
authorization) from the ‘‘List of the 
Acceptable Documents’’ on Form I–9]. 
Non-compliant states/territories are: 
Maine, Minnesota, Missouri, Montana, 
and Washington. Foreign nationals 
attending this meeting will be required 
to provide a copy of their passport and 
visa in addition to providing the 
following information no less than 10 
days prior to the meeting: Full name; 
gender; date/place of birth; citizenship; 
passport information (number, country, 
telephone); visa information (number, 
type, expiration date); employer/ 
affiliation information (name of 
institution, address, country, 
telephone); title/position of attendee. To 
expedite admittance, attendees that are 
U.S. citizens and Permanent Residents 
(green card holders) are requested to 
provide full name and citizenship status 
3 working days in advance. Information 
should be sent to Ms. KarSheila 
Henderson, via email at khenderson@
nasa.gov or by fax at (202) 358–2779. It 
is imperative that the meeting be held 
on these dates to the scheduling 
priorities of the key participants. 

Patricia D. Rausch, 
Advisory Committee Management Officer, 
National Aeronautics and Space 
Administration. 
[FR Doc. 2017–05460 Filed 3–17–17; 8:45 am] 

BILLING CODE 7510–13–P 

POSTAL REGULATORY COMMISSION 

[Docket No. CP2017–132] 

New Postal Products 

AGENCY: Postal Regulatory Commission. 
ACTION: Notice. 

SUMMARY: The Commission is noticing 
recent Postal Service filing for the 
Commission’s consideration concerning 
a negotiated service agreement. This 
notice informs the public of the filing, 

invites public comment, and takes other 
administrative steps. 
DATES: Comments are due: March 22, 
2017. 

ADDRESSES: Submit comments 
electronically via the Commission’s 
Filing Online system at http://
www.prc.gov. Those who cannot submit 
comments electronically should contact 
the person identified in the FOR FURTHER 
INFORMATION CONTACT section by 
telephone for advice on filing 
alternatives. 

FOR FURTHER INFORMATION CONTACT: 
David A. Trissell, General Counsel, at 
202–789–6820. 
SUPPLEMENTARY INFORMATION: 

Table of Contents 

I. Introduction 
II. Docketed Proceeding(s) 

I. Introduction 

The Commission gives notice that the 
Postal Service filed request(s) for the 
Commission to consider matters related 
to negotiated service agreement(s). The 
request(s) may propose the addition or 
removal of a negotiated service 
agreement from the market dominant or 
the competitive product list, or the 
modification of an existing product 
currently appearing on the market 
dominant or the competitive product 
list. 

Section II identifies the docket 
number(s) associated with each Postal 
Service request, the title of each Postal 
Service request, the request’s acceptance 
date, and the authority cited by the 
Postal Service for each request. For each 
request, the Commission appoints an 
officer of the Commission to represent 
the interests of the general public in the 
proceeding, pursuant to 39 U.S.C. 505 
(Public Representative). Section II also 
establishes comment deadline(s) 
pertaining to each request. 

The public portions of the Postal 
Service’s request(s) can be accessed via 
the Commission’s Web site (http://
www.prc.gov). Non-public portions of 
the Postal Service’s request(s), if any, 
can be accessed through compliance 
with the requirements of 39 CFR 
3007.40. 

The Commission invites comments on 
whether the Postal Service’s request(s) 
in the captioned docket(s) are consistent 
with the policies of title 39. For 
request(s) that the Postal Service states 
concern market dominant product(s), 
applicable statutory and regulatory 
requirements include 39 U.S.C. 3622, 39 
U.S.C. 3642, 39 CFR part 3010, and 39 
CFR part 3020, subpart B. For request(s) 
that the Postal Service states concern 

competitive product(s), applicable 
statutory and regulatory requirements 
include 39 U.S.C. 3632, 39 U.S.C. 3633, 
39 U.S.C. 3642, 39 CFR part 3015, and 
39 CFR part 3020, subpart B. Comment 
deadline(s) for each request appear in 
section II. 

II. Docketed Proceeding(s) 
1. Docket No(s).: CP2017–132; Filing 

Title: Notice of United States Postal 
Service of Filing a Functionally 
Equivalent Global Expedited Package 
Services 3 Negotiated Service 
Agreement and Application for Non- 
Public Treatment of Materials Filed 
Under Seal; Filing Acceptance Date: 
March 14, 2017; Filing Authority: 39 
CFR 3015.5; Public Representative: 
Kenneth R. Moeller; Comments Due: 
March 22, 2017. 

This notice will be published in the 
Federal Register. 

Stacy L. Ruble, 
Secretary. 
[FR Doc. 2017–05420 Filed 3–17–17; 8:45 am] 

BILLING CODE 7710–FW–P 

POSTAL REGULATORY COMMISSION 

[Docket Nos. CP2016–223; CP2017–130; 
CP2017–131] 

New Postal Products 

AGENCY: Postal Regulatory Commission. 
ACTION: Notice. 

SUMMARY: The Commission is noticing 
recent Postal Service filings for the 
Commission’s consideration concerning 
negotiated service agreements. This 
notice informs the public of the filing, 
invites public comment, and takes other 
administrative steps. 
DATES: Comments are due: March 21, 
2017. 
ADDRESSES: Submit comments 
electronically via the Commission’s 
Filing Online system at http://
www.prc.gov. Those who cannot submit 
comments electronically should contact 
the person identified in the FOR FURTHER 
INFORMATION CONTACT section by 
telephone for advice on filing 
alternatives. 
FOR FURTHER INFORMATION CONTACT: 
David A. Trissell, General Counsel, at 
(202) 789–6820. 
SUPPLEMENTARY INFORMATION: 

Table of Contents 

I. Introduction 
II. Docketed Proceeding(s) 

I. Introduction 
The Commission gives notice that the 

Postal Service filed request(s) for the 
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